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 : true

 : 101676508203120681250

 : Ronnie Robinson

 : 2024-09-19T03:50:18

 : true

 : Samsung SM-N976V

 : 2022-03-03T16:24:26

 : true

 : Samsung SM-N910V

 : 2019-02-23T13:53:33

 : true

 : g16322652405276463004

 : HacktasticVampire13

 : HacktasticVampire13

 : https://lh3.googleusercontent.com/4ncsLi9vb8c7MHH5i9A1-

C1u8On3fT9ORaI7NJA5G0FpdQJ0g1oZ2wA6kVBtHTU4bucMCfB0C_c9jIRrGg

 : Superhero

 : 2024-04-24T14:59:17

 : true

 : 55361970

 : Ronnie Robinson

 : RonnieRobi1

 : https://www.duolingo.com/pro�le/RonnieRobi1
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 : false

 : 2014-11-02T17:22:32

 : true

 : Ronnie

 : true

 : 63218032@N08

 : ronnie28447

 : https://www.�ickr.com/photos/63218032@N08

 : 2011-05-21T12:03:10

 : true

 : true

 : true

 : true

 : Advance Auto Parts

 : advanceautoparts.com
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 : In June 2024, <a href="https://www.bleepingcomputer.com/

news/security/advance-auto-parts-con�rms-data-breach-exposed-

employee-information/" target="_blank" rel="noopener">Advance

Auto Parts con�rmed they had su�ered a data breach</a> which was

posted for sale to a popular hacking forum. Linked to unauthorised

access to Snow�ake cloud services, the breach exposed a large

number of records related to both customers and employees. In total,

79M unique email addresses were included in the breach, alongside

names, phone numbers, addresses and further data attributes related

to company employees.

 : 2024-06-05T00:00:00

 : true

 : true

 : Cit0day

 : cit0day.in

 : In November 2020, <a href="https://www.troyhunt.com/inside-

the-cit0day-breach-collection" target="_blank" rel="noopener">a

collection of more than 23,000 allegedly breached websites known as

Cit0day were made available for download on several hacking

forums</a>. The data consisted of 226M unique email address

alongside password pairs, often represented as both password

hashes and the cracked, plain text versions. Independent veri�cation

of the data established it contains many legitimate, previously

undisclosed breaches. The data was provided to HIBP by <a

href="https://dehashed.com/" target="_blank"

rel="noopener">dehashed.com</a>.

 : 2020-11-04T00:00:00

 : true

 : true

 : Collection #1

 : In January 2019, a large collection of credential stu�ng lists

(combinations of email addresses and passwords used to hijack

accounts on other services) was discovered being distributed on a

popular hacking forum. The data contained almost 2.7 <em>billion</

em> records including 773 million unique email addresses alongside

passwords those addresses had used on other breached services. Full

details on the incident and how to search the breached passwords are

provided in the blog post <a href="https://www.troyhunt.com/the-773-

million-record-collection-1-data-reach" target="_blank"

rel="noopener">The 773 Million Record "Collection #1" Data Breach</
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a>.

 : 2019-01-07T00:00:00

 : true

 : true

 : Dailymotion

 : dailymotion.com

 : In October 2016, the video sharing platform <a href="http://

thehackernews.com/2016/12/dailymotion-video-hacked.html"

target="_blank" rel="noopener">Dailymotion su�ered a data breach</

a>. The attack led to the exposure of more than 85 million user

accounts and included email addresses, usernames and bcrypt

hashes of passwords.

 : 2016-10-20T00:00:00

 : true

 : true

 : Disqus

 : disqus.com

 : In October 2017, the blog commenting service <a href="https://

blog.disqus.com/security-alert-user-info-breach" target="_blank"

rel="noopener">Disqus announced they'd su�ered a data breach</a>.

The breach dated back to July 2012 but wasn't identi�ed until years

later when the data �nally surfaced. The breach contained over 17.5

million unique email addresses and usernames. Users who created

logins on Disqus had salted SHA1 hashes of passwords whilst users

who logged in via social providers only had references to those

accounts.

 : 2012-07-01T00:00:00

 : true

 : true

 : Evite

 : evite.com

 : In April 2019, the social planning website for managing online

invitations <a href="https://www.evite.com/security/update?

usource=lc&lctid=1800182" target="_blank" rel="noopener">Evite

identi�ed a data breach of their systems</a>. Upon investigation, they

found unauthorised access to a database archive dating back to 2013.

The exposed data included a total of 101 million unique email

addresses, most belonging to recipients of invitations. Members of
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the service also had names, phone numbers, physical addresses,

dates of birth, genders and passwords stored in plain text exposed.

The data was provided to HIBP by a source who requested it be

attributed to &quot;JimScott.Sec@protonmail.com&quot;.

 : 2013-08-11T00:00:00

 : true

 : true

 : Exploit.In

 : In late 2016, a huge list of email address and password pairs

appeared in a &quot;combo list&quot; referred to as

&quot;Exploit.In&quot;. The list contained 593 million unique email

addresses, many with multiple di�erent passwords hacked from

various online systems. The list was broadly circulated and used for

&quot;credential stu�ng&quot;, that is attackers employ it in an

attempt to identify other online systems where the account owner

had reused their password. For detailed background on this incident,

read <a href="https://www.troyhunt.com/password-reuse-credential-

stu�ng-and-another-1-billion-records-in-have-i-been-pwned"

target="_blank" rel="noopener">Password reuse, credential stu�ng

and another billion records in Have I Been Pwned</a>.

 : 2016-10-13T00:00:00

 : true

 : true

 : Mathway

 : mathway.com

 : In January 2020, the math solving website <a href="https://

www.zdnet.com/article/25-million-user-records-leak-online-from-

popular-math-app-mathway/" target="_blank"

rel="noopener">Mathway su�ered a data breach that exposed over

25M records</a>. The data was subsequently sold on a dark web

marketplace and included names, Google and Facebook IDs, email

addresses and salted password hashes.

 : 2020-01-13T00:00:00

 : true

 : true

 : Modern Business Solutions

 : modbsolutions.com

 : In October 2016, a large Mongo DB �le containing tens of
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millions of accounts <a href="https://twitter.com/0x2Taylor/

status/784544208879292417" target="_blank" rel="noopener">was

shared publicly on Twitter</a> (the �le has since been removed). The

database contained over 58M unique email addresses along with IP

addresses, names, home addresses, genders, job titles, dates of birth

and phone numbers. The data was subsequently <a href="http://

news.softpedia.com/news/hacker-steals-58-million-user-records-from-

data-storage-provider-509190.shtml" target="_blank"

rel="noopener">attributed to &quot;Modern Business

Solutions&quot;</a>, a company that provides data storage and

database hosting solutions. They've yet to acknowledge the incident

or explain how they came to be in possession of the data.

 : 2016-10-08T00:00:00

 : true

 : true

 : MyFitnessPal

 : my�tnesspal.com

 : In February 2018, the diet and exercise service <a href="https://

content.my�tnesspal.com/security-information/FAQ.html" target="_blank"

rel="noopener">MyFitnessPal su�ered a data breach</a>. The incident

exposed 144 million unique email addresses alongside usernames, IP

addresses and passwords stored as SHA-1 and bcrypt hashes (the former for

earlier accounts, the latter for newer accounts). In 2019, <a href="https://

www.theregister.co.uk/2019/02/11/620_million_hacked_accounts_dark_web/"

target="_blank" rel="noopener">the data appeared listed for sale on a dark

web marketplace</a> (along with several other large breaches) and

subsequently began circulating more broadly. The data was provided to

HIBP by a source who requested it to be attributed to

&quot;BenjaminBlue@exploit.im&quot;.

 : 2018-02-01T00:00:00

 : true

 : true

 : Not SOCRadar

 : In August 2024, over 332M rows of email addresses were posted

to a popular hacking forum. The post alleged the addresses were

scraped from cybersecurity �rm SOCRadar, however <a href="https://

socradar.io/socradars-response-to-the-usdods-claim-of-scraping-330-

million-emails/" target="_blank" rel="noopener">an investigation on

their behalf concluded that &quot;the actor merely utilised

functionalities inherent in the platform's standard o�erings, designed
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to gather information from publicly available sources&quot;</a>.

There is no suggestion the incident compromised SOCRadar's security

or posed any risk to their customers. In total, the data set contained

282M unique addresses of valid email address format.

 : 2024-08-03T00:00:00

 : true

 : true

 : Data Enrichment Exposure From PDL Customer

 : In October 2019, <a href="https://www.troyhunt.com/data-

enrichment-people-data-labs-and-another-622m-email-addresses"

target="_blank" rel="noopener">security researchers Vinny Troia and

Bob Diachenko identi�ed an unprotected Elasticsearch server holding

1.2 billion records of personal data</a>. The exposed data included an

index indicating it was sourced from data enrichment company

People Data Labs (PDL) and contained 622 million unique email

addresses. The server was not owned by PDL and it's believed a

customer failed to properly secure the database. Exposed information

included email addresses, phone numbers, social media pro�les and

job history data.

 : 2019-10-16T00:00:00

 : true

 : true

 : Pemiblanc

 : pemiblanc.com

 : In April 2018, a credential stu�ng list containing 111 million

email addresses and passwords known as <a href="https://

www.troyhunt.com/the-111-million-pemiblanc-credential-stu�ng-list"

target="_blank" rel="noopener">Pemiblanc</a> was discovered on a

French server. The list contained email addresses and passwords

collated from di�erent data breaches and used to mount account

takeover attacks against other services. <a href="https://

www.troyhunt.com/the-111-million-pemiblanc-credential-stu�ng-list"

target="_blank" rel="noopener">Read more about the incident.</a>

 : 2018-04-02T00:00:00

 : true

 : true

 : Twitter (200M)

 : twitter.com
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 : In early 2023, <a href="https://www.bleepingcomputer.com/

news/security/200-million-twitter-users-email-addresses-allegedly-

leaked-online/" target="_blank" rel="noopener">over 200M records

scraped from Twitter appeared on a popular hacking forum</a>. The

data was obtained sometime in 2021 by abusing an API that enabled

email addresses to be resolved to Twitter pro�les. The subsequent

results were then composed into a corpus of data containing email

addresses alongside public Twitter pro�le information including

names, usernames and follower counts.

 : 2021-01-01T00:00:00

 : true

 : true

 : Veri�cations.io

 : veri�cations.io

 : In February 2019, the email address validation service <a

href="https://securitydiscovery.com/800-million-emails-leaked-online-

by-email-veri�cation-service" target="_blank"

rel="noopener">veri�cations.io su�ered a data breach</a>.

Discovered by <a href="https://twitter.com/mayhemdayone"

target="_blank" rel="noopener">Bob Diachenko</a> and <a

href="https://twitter.com/vinnytroia" target="_blank"

rel="noopener">Vinny Troia</a>, the breach was due to the data

being stored in a MongoDB instance left publicly facing without a

password and resulted in 763 million unique email addresses being

exposed. Many records within the data also included additional

personal attributes such as names, phone numbers, IP addresses,

dates of birth and genders. No passwords were included in the data.

The Veri�cations.io website went o�ine during the disclosure process,

although <a href="https://web.archive.org/web/20190227230352/

https://veri�cations.io/" target="_blank" rel="noopener">an archived

copy remains viewable</a>.

 : 2019-02-25T00:00:00

 : true

 : true

 : 28523470
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 : Ronnie Robinson

 : Ronnie

 : Robinson

 : Male

 : US

 : ronnier1418196

 : https://foursquare.com/ronnier1418196

 : false

 : true

 : true

 : true

 : true

 : true
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 : true

 : true

 : true

 : +191**89**70

 : true

 : true

 : true

 : true

 : true

 : true
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 : true

 : true

 : Ronnie Robinson

 : 2634 Pickett Branch Rd, Cary, NC, 27519, US

 : rteachkids@gmail.com, katierocks79@gmail.com, ronald.robinson73@gmail.com,

bethparker35058@gmail.com, ronnie_robinson73@yahoo.com, ronnierobinson@yahoo.com,

ronald_robinson73@netzero.net, ronald_robinson@netzero.net,

ronnie_robinson_73@hotmail.com, ronnierobinson@att.net, ronaldrobinson73@gmail.com,

rckicker18@hotmail.com, nkang51@yahoo.com, ronald_robinson73@yahoo.com,

ronald_robinson@yahoo.com, ronnie_robinson_73@yahoo.com, ronnierobinson1@yahoo.com,

ronald.robinson@netzero.net, ronnierobinson2@yahoo.com, crazyg1@juno.com,

ronald_robinson73@nc.rr.com, ronnie_robinson_73@aol.com, sarahrodenburg@comcast.net,

ronaldrobinson@yahoo.com

 : true

 : ronald.robinson73

 : https://pandora.com/content/mobile/pro�le.vm?

webname=ronald.robinson73

 : 5

 : 0

pro�le
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 : true

 : 11191776

 : Ronnie Robinson

 : Ronnie

 : Robinson

 : English

 : ronnie28447

 : https://my.bible.com/users/11191776

 : 2012-03-15T23:15:55.539521+00:00

 : true

 : true

 : true

 : ┈70

 : true

 : _u2mjd8u

 : Ronnie28447

 : Ronnie28447

 : https://rumble.com/user/Ronnie28447

 : 0

 : 1

 : false

 : 2023-08-04T00:00:00

pro�le
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 : true

 : true

 : dbid:AACxrL-XM9VTvSMzAL2v6ySwhW1r1uQLVW4

 : Ronnie Robinson

 : Ronnie

 : Robinson

 : ronald.robinson73@gmail.com

 : true

 : true

 : true

 : 4D8E720BBBC542DF

 : Ronnie Robinson

 : US

 : ********70

 : 2024-09-21T23:24:25.650000+00:00

 : 2012-12-10T02:54:32.770000+00:00
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 : true

 : 4FxH84ozW5wftfcgdY34FQ

 : Ronnie R.

 : Ronnie

 : Raleigh, NC

 : https://www.yelp.com/user_details?

userid=4FxH84ozW5wftfcgdY34FQ&utm_source=ishare

 : 0

 : 0

 : 2013-01-16T21:39:49

 : true

 : https://www.google.com/maps/contrib/101676508203120681250/reviews

 : false

 : true

 : ronald

 : United States

 : ronald28447

 : https://www.ebay.com/usr/ronald28447

 : 2006-12-05T00:00:00

 : true

 : ┈73@gm┈.com

 : +19┈2070
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Created Account (Flickr)

2011-05-21T12:03:10

Breached on Advance Auto Parts

2024-06-05T00:00:00

Breached on Cit0day

2020-11-04T00:00:00

Breached on Collection #1

2019-01-07T00:00:00

Breached on Dailymotion

2016-10-20T00:00:00

Breached on Disqus

2012-07-01T00:00:00

Breached on Evite

2013-08-11T00:00:00

Breached on Exploit.In

2016-10-13T00:00:00

Breached on Mathway

2020-01-13T00:00:00

Breached on Modern Business Solutions

2016-10-08T00:00:00

Breached on MyFitnessPal

2018-02-01T00:00:00

Breached on Not SOCRadar

2024-08-03T00:00:00

Breached on Data Enrichment Exposure From PDL Customer

2019-10-16T00:00:00

Breached on Pemiblanc

2018-04-02T00:00:00

Breached on Twitter (200M)
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2021-01-01T00:00:00

Breached on Veri�cations.io

2019-02-25T00:00:00

Created Account (Bible)

2012-03-15T23:15:55.539521+00:00

Last Active (Play Games)

2024-04-24T14:59:17

Created Account (Rumble)

2023-08-04T00:00:00

Last Active (Microsoft)

2024-09-21T23:24:25.650000+00:00

Created Account (Microsoft)

2012-12-10T02:54:32.770000+00:00

Created Account (Yelp)

2013-01-16T21:39:49

Left 8 reviews in 2017. (Google Maps)

2017

Left 11 reviews in 2019. (Google Maps)

2019

Reviewed Best Buy

2022-05-19T23:33:52

Reviewed Cinnaholic

2020-11-06T22:57:17

Reviewed Best Italian Pizza

2020-06-26T19:39:36

Reviewed CrazyFire Mongolian Grill

2020-03-15T23:04:36

Reviewed Fresh A�airs

2020-02-16T21:05:55

Reviewed Air Secure
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2018-05-03T21:48:54

Reviewed Ji�y Lube

2018-01-20T18:55:57

Reviewed Krispy Kreme

2016-12-26T22:07:26

Reviewed Krispy Kreme

2016-12-26T22:04:53

Reviewed Chipotle Mexican Grill

2016-11-29T19:29:13

Reviewed Sansui Sushi Bar & Grill

2016-04-26T20:41:03

Reviewed Seven Stars Cycles

2014-11-12T22:42:48

Last Active (Google)

2024-09-19T03:50:18

Last Active (Device (Google))

2022-03-03T16:24:26

Last Active (Device (Google))

2019-02-23T13:53:33

Created Account (Ebay)

2006-12-05T00:00:00

Created Account (Duolingo)

2014-11-02T17:22:32
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